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            Configuration Management Plan Template 

Scope

This document contains the format and content preparation instructions for the Configuration Management Plan (CMP) as required by MIL-HDBK-61A, EIA 649, and IEEE 12207.  The information contained herein is intended for compliance by SSG government, as well as contractor activities performing configuration management where practical.  This CMP template is to be used by all project configuration managers as guidelines for documenting their configuration management related activities in a CMP.

Tailorability  

The CMP may be tailored to fit project-unique configuration management requirements based on the life-cycle phase, complexity, size, intended use (including joint and combined interoperability), mission criticality, and logistic support of the project’s Configuration Items (CIs).  If a section or paragraph is tailored out, the following statement shall be added directly following the heading: “This section (or paragraph or subparagraph…whichever is applicable), has been tailored out.”

Revisions and approval authority  

After a project’s CMP is completed under the guidelines of this template, the plan must be coordinated through SSG Corporate Configuration Management to ensure SEP compliance.  Final coordination will be accomplished through SSG Programs and Requirements for approval.  After approval, the project’s CMP becomes a configuration-controlled item.  Revisions to the CMP must be recorded in the Record Review and History page of the plan and resubmitted to SSG Corporate Configuration Management for necessary coordination and approval.  Minor changes may be certified by SSG Corporate Configuration Management through electronic mail and “officially” incorporated during the next major revision.

Organization and content of the document  

The required contents of how the information is to be documented in the plan is recorded in a template on the next several pages.  
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1. Introduction  

1.1. Purpose and Scope  
The purpose and scope of this Configuration Management Plan is to define and document the configuration management procedures, processes, and activities used to control and manage the development and modifications of products supporting the <Project ABC> project.
1.2. Constraints 
 This paragraph shall provide a concise summary of the project’s approach to configuration management, including any special conditions (such as security constraints, interoperability constraints, non-developmental items, etc.) upon which the approach is based.  

1.3. Key Terminology 
 To foster a common understanding among project personnel, this paragraph shall contain a list of key terms used throughout the CMP. Note: Key terms must be defined in this paragraph.  This paragraph shall list the specifications, standards, manuals and other documents, including project policy directives, referenced in the Plan by title, document number, issuing authority, revision, and when applicable, change notice, amendment number, and date of issue.
2. Organization  
This section describes and graphically portrays the project’s configuration management organization and its integration and relationship with other organizations and groups involved in the development and lifecycle of products under configuration management control.
2.1.    The relationships and integration of the project organization and functional organization;
2.2.    Responsibility and authority for configuration management of all participating groups and organizations including their role in configuration control boards, functional requirements boards, and the integration of configuration management functions with other program activities such as technical reviews;
2.3.    Identification of the project’s configuration management organization and its responsibilities; 
2.4.    Interfaces between the project’s configuration management organization and the contractor’s configuration management organization.  Organizational entities may consist of a customer and developer, prime contractor and subcontractor, or subgroups within an organization.
3. Configuration management phasing and milestones  
This section shall describe the sequence of events and milestones for implementation of configuration management in phase with major project milestones and events, including as a minimum:
3.1. Establishment of baselines  
Once it has been formally determined that an item meets specified requirements at a specific time in its life cycle, the particular version of that item becomes its configuration baseline.  There are three types of baselines that are formally designated for a CI during its life cycle.  They are as follows:
3.1.1. Functional baseline

 The Functional Baseline of a CI is established during the first phase of its life cycle at the completion of the formal meeting (i.e. CCB, management review, etc.) that’s conducted to approve the documentation.  (Baseline Establishment [CMPR002])
3.1.2.  Allocated baseline 
 The Allocated Baseline of a CI is established at the completion of the System Specification Review or Preliminary Design Review.  (Baseline Establishment [CMPR002])

3.1.3.  Product baseline
 The product baseline is established when all the software that comprises an identified component (CSC or CI) has been successfully compiled, linked and integration tested.  Any proposed changes to the PBL after Test Readiness Review I or II must be submitted and approved on a Systems Change Request (SCR).  After software is released, a Deficiency Report (DR), CCB Action Item, Baseline/Systems Change Request (BCR/SCR), or an ITT/NS Requirements Document (AF Form 3215) must originate changes.  (Baseline Establishment [CMPR002])

3.2. Implementation of configuration control  
Configuration control regulates changes to the system.  See paragraph 8 below for further details
3.3. Implementation of status accounting information  
Configuration Status Accounting information is needed to manage the functional and physical characteristics of the CIs and may include the following: 1) a listing of the approved documents that identify and define the item’s functional and physical characteristics, 2) the status of proposed changes, deviations, and waivers to those characteristics, 3) the implementation status of approved changes, and 4) the functional and physical characteristics of all units of the CIs in the operational inventory.  See paragraph 9 for further details on the status reporting procedures for Project Name.  See paragraph 14 for a list of metrics that will be reported to represent the status of CIs under control in the <Project Name> system.

4. Establishment of configuration audits 
Configuration audits determine to what extent the actual CI reflects the physical and functional characteristics desired by the user.  Audits may be used as management tools for establishing a baseline.  The audit team will consist of, as a minimum, the Project’s Configuration Manager, Project Manager, and SPO representative.  Some members of the PSDT may also serve as members of the audit team.  (See Functional Configuration Audit [CMPR006] and Physical Configuration Audit [CMPR013] for details on the responsibilities of the audit team members).  Procedures on how the audits are conducted are documented in paragraph 10 of this plan.  SSG Business Process Management will also perform formal audits bi-annually.
5. Data management  
This section shall describe the methods for meeting the configuration management technical data (data transfer, media, accessibility, security, etc) requirements of Section 9, MIL-HDBK-61A.  

6. Configuration identification  
Reference IEEE/EIA 12207 Paragraph 6.2.2 and MIL-HDBK-61A Section 5.  A scheme shall be established for the identification of CIs and their versions to be controlled for the project.  For each CI and its versions, the following shall be identified: the documentation that establishes the baseline, the version references, and other identification details.

6.1. Identifying configuration items  
This paragraph shall list and describe the CIs to be defined and controlled.  NOTE:  This information may be maintained in a document separate from this plan.  If this is the case, that document should be referenced in this paragraph.

6.2. Naming convention  
This shall describe the identification system used by your project to assign unique identifiers for each CI or entity to be controlled.  NOTE BELOW EXAMPLES: [User defined unique identifier].  [Object type]---for example:  cmdtrans.fmb (form type), 

6.3. Acquiring configuration items  
This paragraph shall describe how the code, documentation, and date of identified baselines are physically controlled in the project’s configuration management libraries.

7. Interface management  
This section shall describe the procedures for meeting the interface management (CIs, system, Interface Control Working Group, etc.) requirements of the project.  Reference MIL-HDBK-61A.

8. Configuration control  
(Reference IEEE/EIA 12207.2 Paragraph 6.2.3, MIL-HDBK-61A, Section 6).  The following shall be performed:  identification and recording of change requests; analysis and evaluation of the changes; approval or disapproval of the request; and implementation, verification and release of the modified software item.  An audit trail shall exist, whereby each modification, the reason for the modification, and authorization of the modification can be traced.  Control and audit of all accesses to the controlled CIs that handle safety or security critical functions shall be performed.

8.1. Requesting a change  
This paragraph shall describe the procedures that have been established for requesting changes to baseline CIs for the project.  Established reporting forms may be used to request a change.  As a minimum, the information necessary for proposing a change shall contain the following:

8.1.1. Name of the CIs impacted by the change
8.1.2. Change originator name and organization

8.1.3. Urgency of change

8.1.4. Necessity of change

8.1.5. Description of change

8.2. Evaluating the change  
This paragraph shall specify type of analysis conducted to determine the impact of the proposed change and the review procedures necessary to accomplish the analysis.  Reference MIL-HDBK-61A Section 6 and EIA 649 paragraph 5.3.1.2.

8.3. Approving or disapproving the change 
 This paragraph shall describe the functions of configuration management boards (i.e. Configuration Control Board (CCB) or Functional Requirements Board (FRB)) and the level of authority for approving a proposed change.  A CCB may be an individual or a group.  NOTE:  The procedures established for approval or disapproval of changes not requiring a CCB or FRB (i.e. the Project Software Manager approves Class II, etc.) must also be documented in this area.

9. Implementing the change  
This paragraph shall describe how an approved change request is implemented into an existing baselined CI.  The minimum information necessary for completing a change shall contain the following:

9.1.1. The associated change requests
9.1.2. Names and versions of the affected items

9.1.3. The identifier of the new version

9.1.4. Verification date and responsible party

9.1.5. Installation date and responsible party

10. Configuration status accounting  
This section shall describe the management records and status reports that show the status and history of controlled items including software baseline shall be prepared.  Status reports should include the number of changes for a project, latest software item versions, release identifiers, the number of releases, and comparisons of releases.  (Reference IEEE/EIA 12207.2, paragraph 6.2.4, EIA 649 paragraph 5.4, MIL-HDBK-61A Section 7.)

11. Configuration audits  
Configuration auditing verifies that the software product is built according to the requirements, standards, or contractual agreement.  Auditing also verifies that all software products have been produced, correctly identified, and that all change requests have been resolved.  A configuration audit ensures that the configuration management practices and procedures are rigorously followed.  The integrity of the baselines must be assessed.  The completeness and correctness of the software baseline library contents need to be verified.  The accuracy of the implementation of the changes to the baselines also should be verified to ensure that the changes were implemented as intended.  (Reference MIL-HDBK-61A, section 8, EIA 649 paragraph 5.5.2.)  NOTE:  The information listed below must be defined prior to conducting an audit:

11.1. Objective of audit or review

11.2. CIs to be audited or reviewed

11.3. Audit or review schedule of events

11.4. Procedures for conducting the audit or review

11.5. Participants involved

11.6. Necessary documentation required to be reviewed or to support the audit or review

11.7. Method of identifying discrepancies and reporting corrective actions

11.8. Approval criteria and specific actions required

12. Configuration management library 
 This section shall describe the number and types of configuration management libraries, from physical to automated, that will control and maintain the various types of software products associated with software development.

13. Contractor control. 
This section shall describe the methods used by the government to ensure the contractor’s compliance with configuration management (identification, change control, status accounting, audit, etc.) requirements.

14. Configuration management resources 
 This section shall describe the configuration management tools, techniques, equipment, personnel and necessary skills, and training required for implementing a sound project configuration management discipline.

15. Configuration management metrics 
 This section shall describe the type of metrics to be collected at the SSG and project levels, frequency of collection, and reporting requirements.
16. Appendix A Terms and Definitions

The following definitions are included to provide an understanding of the terms that are referenced in this plan.  Definitions for other referenced terms not defined below are found in the <Project Name> Software Development Plan, Military Handbook 61A, and the SEP.

ALLOCATED BASELINE (ABL) - The approved documentation that describes functional, interoperability, and interface characteristics that are allocated from those of a system or a higher level configuration item, interface requirements with interfacing configuration items, additional design constraints, and the verification required to demonstrate the achievement of those specified characteristics.  The requirements are placed in the ABL upon completion of the Software Specification Review (SSR) or Preliminary Design Review (PDR).

BASELINE - A formally approved version of a configuration item, formally designated and fixed at a specific time during the configuration item’s life cycle.  Baselines, plus approved changes from those baselines, constitute the current configuration identification and can only be changed through formal change control procedures.

COMPUTER SOFTWARE (or SOFTWARE) - A combination of associated computer instructions and computer data definitions required to enable the computer hardware to perform computational or control functions.

CONFIGURATION - The functional and physical characteristics of existing or planned hardware, firmware, or software or a combination thereof as set forth in technical documentation and achieved in a product.

CONFIGURATION AUDIT - A formal examination to verify that the development of a configuration item has been completed satisfactorily, that the item has achieved the performance and functional characteristics specified in the functional and allocated configuration identification, and that its operational and support documents are complete and satisfactory of a CI.  Two types of configuration audits exist: the Functional Configuration Audit (FCA) and the Physical Configuration Audit (PCA).  The FCA and PCA are detailed in MIL-HDBK-61A.

CONFIGURATION CONTROL – The configuration management activity concerning the systematic proposal, justification, evaluation, coordination, and approval or disapproval of proposed changes; and the implementation of all approved changes into the configuration of a CI and supporting and interfacing products and their associated product information after establishment of the baseline for the CI. 

CONFIGURATION CONTROL BOARD (CCB) - A group of people responsible for evaluating and approving or disapproving proposed changes to and deviations from CIs, and for ensuring implementation of approved changes.

CONFIGURATION CONTROL DIRECTIVE (CCD) – The document that records the Engineering Change Proposal (ECP) or proposed change approval (or disapproval) decision of the CCB and that provides the direction to the contracting activity either to incorporate the ECP into the contract for performing activity implementation or to communicate the disapproval to the performing activity.

CONFIGURATION IDENTIFICATION – The configuration management activity that encompasses the selection of CIs; the determination of the types of configuration documentation required for each CI, the issuance of numbers and other identifiers affixed to the CIs and to the technical documentation that defines the CIs configuration, including internal and external interfaces; the release of CIs and their associated configuration documentation; and the establishment of configuration baselines for CIs.

CONFIGURATION ITEM (CI) - An aggregation of hardware, firmware, software or combination of each that satisfies an end use function and is designated by the government for separate configuration management.

CONFIGURATION STATUS ACCOUNTING (CSA) - The recording and reporting of information needed to manage configuration items (CI) effectively, including but not limited to:

· A record of the approved configuration documentation and identification numbers.

· The status of proposed changes, deviations, and waivers to the configuration.

· The implementation status of approved changes.

· The configuration of all units of the CI in the operational inventory. 

DEFICIENCY REPORT (DR) - A report generated by field users or in-house personnel on deficiencies in the system that affects the operations environment.  Also known as a Problem Report or PR.

DELIVERABLE - A system, product, or component that is obligated contractually to a customer or intended user.

FUNCTIONAL BASELINE (FBL) - The initially approved documentation describing a system or item's functional, interoperability, and interface characteristics and the verification required to demonstrate the achievement of those specified characteristics. 

FUNCTIONAL CONFIGURATION AUDIT (FCA) - An audit conducted to verify:  (1) that the development of a configuration item has been completed satisfactorily; (2) that the item has achieved the performance and functional characteristics specified in the functional or allocated configuration identification; and (3) that its operational and support documents are complete and satisfactory.  Ensures that implementation satisfies requirements. 

FUNCTIONAL REVIEW BOARD (FRB) - A customer group of managers, requirements engineers, and users, of one or more similar systems, who review, validate, clarify, and prioritize functional requirements. This group also recommends the contents and sequence of block changes.
INFORMATION TECHNOLOGY/NATIONAL SECURITY SYSTEM REQUIREMENTS DOCUMENT (IT/NSS, AF Form 3215) - used to document the requirements of all new or existing systems.
INTERFACE CONTROL - The process of identifying, documenting, and controlling all functional and physical characteristics relevant to the interfacing of two or more items provided by one or more organizations.

INTERFACE CONTROL WORKING GROUP (ICWG) - For programs which encompass a system, configuration item, or a computer software configuration item design cycle, an ICWG is established to control interface activity among the government, contractors, or other agencies, including resolution of interface problems and documentation of interface agreements.

INTERFACE REQUIREMENTS AGREEMENT (IRA) - An agreement between two or more systems that interface with each other regarding the characteristics (data format, transmission media, security, etc.) of that interface.

INTERFACE REQUIREMENTS SPECIFICATION (IRS) - Specifies the requirements for one or more interfaces between one or more CIs, systems, users, and other CI critical items.

PHYSICAL CONFIGURATION AUDIT (PCA) - An audit conducted to verify that a configuration item, as built, conforms to the technical documentation that defines it.  Ensures that documentation reflects the software functionality.  The “to-be-delivered” software is the same software that was shown to satisfy the requirements.  Done once per release.

PRODUCT BASELINE (PBL) - The initially approved documentation describing all of the necessary functional and physical characteristics of the CI and the selected functional and physical characteristics designated for production acceptance testing and tests necessary for support of the CI.

SYSTEMS CHANGE REQUEST (SCR) – Form used to describe and track a deficiency or proposed enhancement to any baseline.  The documentation by which the change or enhancement is described, justified, and submitted to the functional leader for approval or disapproval.  

RELEASE - A configuration management action whereby a particular version of software and documentation are made available for a specific purpose (e.g., released to test).

RESOURCES - The totality of computer hardware, software, personnel, documentation, supplies, and services applied to a given effort.

CONFIGURATION MANAGEMENT - A discipline that applies technical and administrative direction and surveillance to perform the functions listed below.

· Identify and document the functional and physical characteristics of CIs.

· Control the changes to CIs and their related documentation.

· Record and report information needed to manage CIs effectively, including the status of proposed changes and the implementation status of approved changes.

· Audit the CIs to verify conformance to specifications, interface control documents, and other contract requirements.

SOFTWARE CONTROL LIBRARY (SCL) - A controlled collection of software, documentation, and other intermediate and final software development products, and associated tools and procedures used to facilitate the orderly development and subsequent support of products under configuration management control.

SOFTWARE UNIT - An element in the design of a software item; for example, a major subdivision of a software item, a component of that subdivision, a class, object, module, function, routine, or database.  Software units may occur at different levels of a hierarchy and may consist of other software units.  Software units in the design may or may not have a one-to-one relationship with the code and data entities (routines, procedures, databases, data files, etc.) that implement them or with the computer files containing those entities.

TECHNICAL REVIEW - An activity by which the technical progress of a project is assessed relative to its technical or contractual requirements.  The review is conducted at logical transition points in the development effort to identify and correct problems resulting from the work completed thus far before the problems can disrupt or delay the technical progress.  The review provides a method to determine that the development of a CI and its documentation has met requirements.

VERSION - An identified and documented body of software.  Modifications to a version of software (resulting in a new version) require configuration management actions by the project office.  Can be considered a major change to the previous baseline.






















































































