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Configuration Management Policy

1.0 Definitions:

Configuration Management is a discipline applying technical administrative direction and surveillance to:

--Identify and document the functional and physical characteristics of configuration items that compose the baselines at given points in time.
--Control changes to configuration items and their related documentation. 

--Maintain the integrity of baselines.

--Build or provide specifications to build work products from the configuration management system.

--Record and provide accurate status and current configuration data to managers, developers, end users and customers, including the status of proposed changes and implementation status of approved changes.

--Provide a common schema and standard for documenting critical products, changes, and processes.
--Audit configuration items to verify conformance to specifications.

      a. Formal Configuration Management:  Establishment of formal baselines and change control IAW EIA 649, National Consensus Standard for Configuration Management and MIL-HDBK-61A, Configuration Management Guidance.

      b. Informal Configuration Management:  Administrative control of documents, other than baseline documents, that are produced during a system's life.

2.0 CM Policy goals:

The CM goals are to:

      a. Establish and maintain baselines of identified configuration items.

      b. Track and control changes to configuration items under configuration management. 

      c. Ensure the integrity of baselines is established and maintained.
      d. Institutionalize a managed process.       
3.0 CM Policy: 

      a. Adequate resources, budget, and training must be available to ensure configuration management activities are accomplished.

      b. Each Automated Information System (AIS) that manages acquisition or operational systems must have a configuration manager assigned either full or part-time to coordinate and implement configuration management activities.

      c. Configuration managers must develop and publish a Configuration Management Plan.  A configuration management plan must be developed and maintained by the government to document the government’s configuration management responsibilities for projects that are developed by an external contractor.

      d. All projects must have a library for storing system components and documents.

      e. Configuration management activities, contents of the baselines, and the status of configuration items must be documented, reviewed, and made available to affected groups and individuals. 

      f. A board having the authority for managing the project's requirements and software baselines (e.g., a Configuration Control Board (CCB)) must exist and meet on an agreed to periodic basis. 

      g. 
Metrics should be formulated at the start of a project to determine the status of configuration management activities. 

      h. Configuration management must be implemented for externally deliverable products, designated internal work products, and designated support tools used inside the project.
      i. Configuration management activities must be reviewed with project management on both a periodic and event-driven basis.  

      j. The project Configuration Manager must periodically audit system baselines to verify that they conform to the documentation that defines them.
       k. All configuration management personnel must be trained in the objectives, procedures, and methods for performing their configuration management duties.

      l. Corporate Configuration Management will periodically review a project's configuration management baselines, activities, and results to ensure compliance with established configuration management process.

      m. Systems Process Assurance will audit the activities and work products for configuration management and report the results to management

      n. Changes to configuration items must be initiated, reviewed, approved, tracked and controlled.

      o. Configuration management records must be established and maintained to describe the configuration items of the AIS.

      p. All designated work products (i.e., status reports, change request database, CCB minutes, etc) must be placed under the appropriate levels of configuration management.

      q. An approved automated tool (e.g., CSCS, PVCS, ASCS, etc) shall be used to store, track and control changes to the work products.  

�There may be other project activities that should begin before the resources for CM can even be estimated.


�Define the metric
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