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Systems Compliance Database Guide
1.0 Description:  
The Systems Compliance Database (SCD) is a web-based system used to maintain specific life cycle data for all information technology systems and applications developed or maintained by the Air Force (AF) or for which the AF is the lead agency. 
The specific life cycle data supports Program Managers, AF leadership, the Department of Defense, and Congress by providing the ability to evaluate a system’s compliance with the Clinger-Cohen Act (CCA), security requirements, architectural frameworks, and the Command, Control, Communications, Computer, and Intelligence Support Plan process. 
2.0 SCD requirements:

2.1 Who must comply with SCD requirements:

All SSG automated information systems (AISs) developed by or for the Air Force are required to maintain current life cycle data in the SCD.  Data input into the SCD is the responsibility of the program manager. 
2.2 When to update the SCD:

The SCD is updated quarterly.  Significant program changes are updated as they occur.  Update of data should begin the quarter in which funding is applied to the project and hours are charged against the project code.  Reporting continues after the system is fielded and until program completion, i.e., the system is no longer used.  For routine updates, SSG Plans and Programs will initiate a quarterly data call and program offices or program managers will normally have about ten working days to update their data. 
2.3 Software requirements:

Software requirements are defined in the Air Force Communications Agency (AFCA) e-mail, Instructions for Requesting Access Accounts to the Systems Compliance Database (SCD).  The instructions are forwarded to the individual after they complete registration at the AFCA website (see the Steps for Establishing an SCD Account paragraph, below).
2.4 How to update the data:

The SCD contains an on-line User’s Guide to assist with identification and update of data.  On line edits provide feedback for incomplete database components and incorrect data formats.  At MAJCOM and AIS levels, multiple reports can be generated and printed out e.g., Data Quality Report, System Detail Report various Component Reports and the OSD Report.
2.5 What happens to the data:

The data is compiled and maintained in the SCD and anyone with read access can search the entire database.  Searching the database facilitates a pre-development review for existing software which may be used satisfy a requirement.  The search can result in avoiding the cost of developing new software.  Additionally, for those with edit access, data may be compiled for roll-up analysis to ensure various higher headquarters requirements are met.  
AFCA maintains the collective database for Air Force systems.

3.0 Roles:
3.1 Program Manager:  
Before selecting a software development program, software developers, such as SPOs and program managers, review the SCD to search for software that may be used to satisfy a requirement in lieu of building a new program.
The program manager has overall responsibility to ensure accuracy and completeness of data in the SCD.  If the program manager delegates the requirement to update the SCD database, the Program Manager should obtain, at a minimum, read access to review the SCD database.  Since the SCD is technical and highly visible, any individual who inputs data should be very knowledgeable about the program and projects that are part of the program.
3.2 SSG Plans and Programs:  
Serves as SSG’s SCD system administrator.  Acts as a conduit to AFCA to request edit access for SSG users.  Signs the Permission to Access SCD letter.  Initiates AIS data calls for SCD quarterly updates.  Assists program offices with updating their AISs.
3.3 SSG Information and Security: 
Verifies security clearances to establish SCD accounts.  Signs the Security Clearance Certification/Employment Verification letter.
4.0 Assets: 
Clinger-Cohen Act of 1996, summary at [clinger_cohen.htm]
HQ SSGI 33-3, Communications & Information, Requirements Documentation, Analysis and Approval, [hqssgi33-3] 
Web site: [https://scd.scott.af.mil/]
Steps for establishing an SCD account
Registration for read access is on line at [https://scd.scott.af.mil/].  
1. Click on “Obtaining an SCD Account”

2. Next screen, click on “SCD Account Registration” and select USAF-AFMC-SSG from the organization drop down menu.  

3. Next screen, complete the on-line registration form.  For the SCD Account ID, the individual creates their own ID using the rules indicated on the screen.  

4. The remainder of the steps is self-explanatory.  Follow the directions on the screen.  

5. When the form is completed, the screen will advise if registration was successful.  An immediate message to the individual’s e-mail address will contain two templates for letters necessary to finalize registration.  (For read only access, only one of the templates is completed.)  The templates are: 

a. Permission to Access SCD letter and 

b. Security Clearance Certification/Employment letter.

6. Do NOT complete the Permission to Access SCD letter to apply for read only access.   Complete the Security Clearance Certification/Employment letter following the instructions contained in the template, to include placing the letter on SSG letterhead.

7. E-mail the Security Clearance Certification/Employment letter to SSG Information and Security for signature.

8. Once the security letter is signed and returned from the SSG Information and Security, fax it to AFCA.  The fax number is in the AFCA e-mail containing the templates and in the download template for the Security Clearance Certification/Employment letter.

9. The individual will be notified by AFCA when the account has been established, usually within a few days.
Registration for edit access is on line at [https://scd.scott.af.mil/].  
1. Click on “Obtaining an SCD Account” 
2. Next screen, click on “SCD Account Registration” and select USAF-AFMC-SSG from the organization drop down menu.  
3. Next screen, complete the on-line registration form.  For the SCD Account ID, the individual creates their own ID using the rules indicated on the screen.  
4. The remainder of the steps is self-explanatory.  Follow the directions on the screen.  
5. When the form is completed, the screen will advise if registration was successful.    Two immediate messages to the individual’s e-mail address will contain templates for letters necessary to finalize registration.  They are:
a. Permission to Access SCD letter and 
b. Security Clearance Certification/Employment letter.
6. Complete these letters following the instructions contained in the templates, to include placing the letters on SSG letterhead.  Also, complete the Request Edit Capabilities to the Systems Compliance Database using the attached template.  Finalize and forward documents as follows:
a. Send the Security Clearance Certification/Employment letter to SSG Information and Security for signature via e-mail.  SSG Information and Security will print out and sign the letter and notify SSG Plans and Programs when the letter is complete.  SSG Plans and Programs will pick up signed letter.

b. E-mail the Complete the Permission to Access SCD letter, along with the Request Edit Capabilities to the Systems Compliance Database (SCD) letter to SSG Plans and Programs.  

7. SSG Plans and Programs will compile the Security Clearance Certification/Employment letter and the complete the Permission to Access SCD letter and fax them to AFCA.  The Request Edit Capabilities letter is filed in the SSG Plans and Programs.
8. The individual will be notified by AFCA when the account has been established, usually within a few days.
MEMORANDUM FOR
HQ SSG/XPG


               Current Date
FROM: HQ SSG/XXX (office symbol for requester)


 (Street address for office making request)


 MAFB-Gunter Annex, AL 36114
SUBJECT:
Request Edit Capabilities to the Systems Compliance Database (SCD)

1.  Request edit capabilities to the SCD for the following personnel:

Name

Office Symbol

Duty Phone

AIS Name

2.  Point of contact is ________________, extension 6-________.

Signature block and signature of requesting AIS Manager or 2 Letter Director

NOTE:  This letter is maintained in SSG Plans and Programs.  An e-mail from the AIS manager or 2 Letter Director containing the above information is acceptable.
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