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Overview
Each project requires a Test Plan.  The Test Plan is used for Unit Testing, Integration Testing, Functional and System Testing, and Qualification Test and Evaluation (QT&E I and QT&E II).  In cases where the Combined Test Force concept is used, a test plan for combined tests will be developed.  The Test Plan should be updated as needed for subsequent releases.  This is a generic Test Plan Template. Attachments 1 though 5 contain additional items related to various type tests.  If a paragraph is not applicable, so state and do not include it. 

1. Scope

1.1. Identification

This paragraph shall contain a full identification of the system and the software to which this document applies, including, as applicable, identification number, title and abbreviation. 

(NOTE:  For the sake of brevity, “system” can mean the high-level system, the Configuration Item (CI) or the interfaces that comprise the system.  When the situation dictates, the document developer shall differentiate within the text (by paragraph headings and numbering) between systems, CI, and interface as applicable.)

1.2. System overview

This paragraph shall briefly state the purpose of the system and the software to which this document applies.  It shall describe the general nature of the system and interfaces

1.3. Interfaces 

This paragraph shall contain a list of the applications the project is required to interface with.  Interface Requirements Agreements (IRAs) must be on file and turned in to the test organization prior to the start of testing.

1.4. Document security

This paragraph shall describe any security or privacy considerations associated with the use of this document.

1.5. Document overview

This paragraph shall provide a brief summary of what the test plan contains.  For example, “This test plan defines the strategy of test for QT&E I of CAMS System.  It describes the testing environment, lists the tests to be performed, and the schedule of activities.” 

1.6. Relationship to other plans  

This paragraph shall describe the relationship, if any, of the STP to related project management plans.

1.7. Reference documents

This paragraph shall list any other documents that may be needed or were used to develop the test strategy.

2. Test strategy

This paragraph describes the general strategy selected for testing. The attachments to this template pertain to different types of testing.  For more instructions for this and subsequent Test Strategy paragraphs, see the accompanying attachments. 

2.1. Test environment and execution  

This paragraph describes the environment for testing at the intended test site (Gunter or other locations).  This paragraph should describe the configuration management processes for the testers.  This paragraph should describe the use of special tools added to the environment just for testing such as test automation or management tools.  

2.2. Participating organizations  

This paragraph shall identify the organizations that will participate in the testing at the test site and the roles and responsibilities of each.

2.3. Test personnel

This paragraph describes the personnel by number, type and skills.

2.4. Test artifacts

This paragraph describes the conventions for naming and storing, test scripts, test reports, special data or databases created just for testing, special software created for testing such as test drivers or stubs or special software used for executing or managing the tests.

2.5. Test quality assurance

This paragraph describes any quality assurance procedures used in testing such as test script reviews or test reviews by others.  This paragraph should include a description of the approach to satisfy the coverage criteria.  Any planned use of regression tests should also be discussed in this paragraph. This section also describes any quality assurance procedures used in testing such as attempting to recreate the error conditions found by personnel during testing.  The identification, prioritization and tracking of defects found and fixed during testing should be discussed in this section.  Address TRR I and TRR II requirements and events.

2.6. Constraints and limitations

This paragraph shall describe factors that constrain or limit the ability to test the system thoroughly.

2.7. Test objective

This paragraph shall provide the primary objectives of this test, which are to ensure requirements are met.  This should include but is not limited to the following:

2.7.1. Database migration or conversion test

2.7.2. Installation of the operating system or environment

2.7.3. Application software

2.7.4. Initializing and establishing the database environment

2.7.5. Testing backup and recovery procedures

2.7.6. Performance and interoperability testing

2.7.7. Testing interfaces with other applications.

2.7.8. Standard security procedures for AISs

2.7.9. Standards or SEP (GUI standards)

2.7.10. Automated scripts; scripts provided
2.7.11. Documentation

2.7.12. NetRA

Insert the appropriate attachment here that pertains to the type of test to be performed.
1. ATTACHMENT 1 – QUALITY TEST AND EVALUATION (QT&E I)

1.1. Quality Test and Evaluation (QT&E I)

This paragraph shall specify general information about the test.  It shall specify the reason for the test; for example, “to substantiate the ability of the software to satisfy allocated requirements in the XXX System Requirements Specification.”  If you are operating under the Combined Test Force Concept (CTF), then so state.  For example, “The combined test (FST QT&E I) will encompass executing a number of test scenarios or test descriptions in a test bed environment that simulates, as close as possible the real world operational arena.  CTF personnel will work together to accomplish this test.”  If you are not operating under the CTF Concept, provide specifics about QT&E I and operability testing (Installation Procedures, Database Conversion Procedures, Backup and Recovery procedures, Contingency Procedures, etc).  SSG Quality Assurance Test and Evaluation Test Manager can help in writing this section. 

1.2. Data conversion load

This paragraph shall outline the process to follow in order to accomplish database conversion.  It should include any references to installation or conversion procedures.  It should specify who will accomplish the procedure.  If this paragraph is not applicable to your application, state so in your test plan.  However, keep this paragraph in your plan to show you have addressed or considered this in your planning process.  Refer to Populated Base [SW5PR005], in the Systems Engineering Process (SEP) for further information.

1.3. Installation and testing

This paragraph shall provide general information about loading the test environment.    Testing is not always done on a mainframe or client server.  Sometimes testing is done on a stand-alone machine.  See paragraph Test Environment and Execution.

1.4. Control

This paragraph shall specify who will maintain control of the test environment during the entire test period.

1.5. Test approach

This paragraph shall explain the test approach to be used to test the system.  This approach shall consider events that occur during pre-test, test execution, and post-test.

1.6. Pre-test activities

This paragraph shall define the activities that need to be completed before testing starts.

1.6.1. Test briefing

This paragraph shall provide guidance for developing a briefing to the testers that describes the conventions for naming and storing, test scripts, test reports, special data or databases just created for tests, special software just created for tests such as test drivers or stubs or special software used for executing or managing the tests, or anything else that is test related that will help those involved.  For example:  The Test Manager will brief the overall game plan for the test to all personnel participating in the test.  Testers will be briefed on what is expected of them, questions will be answered, and any test issues the Project Manager has will be addressed before the start of the test. 

1.6.2. Training

This paragraph shall specify the details about training of test team personnel.  It shall outline who will be trained, where, and how soon before the test start date.  It shall also include information about training Field Assistance Branch personnel.

1.7. Test execution

This paragraph shall specify general information about the test.  It shall specify the reason for the test; for example, to substantiate the ability of the software to satisfy allocated requirements in the XXX System Requirements Specification.  If you are operating under the Combined Test Force Concept (CTF), then so state.  For example, the combined test (FST QT&E I) will encompass executing a number of test scenarios or test descriptions in a test bed environment that simulates, as close as possible, the real world operational arena.  CTF personnel will work together to accomplish this test.  If you are not operating under the CTF Concept, provide specifics about QT&E I and operability testing (Installation Procedures, Database Conversion Procedures, Backup and Recovery procedures, Contingency Procedures, etc).

1.8. Integration, interface or interoperability test

This paragraph shall specify what is needed to perform integration, interface or interoperability testing.  If available, include a schedule for this testing. 

1.9. Security test and evaluation

This paragraph shall reference the project’s ST&E plan as ST&E is to be performed during FST.  The ST&E Report is an exit criterion of FST, and an entry criterion for QT&E I.  Reference [SWTM508] Security Test and Evaluation Plan Template and [SW6PR001], Function and System Test.  

1.10. Stress testing

This paragraph shall address who shall perform stress testing, where it is to be accomplished, and how it will be accomplished, i.e., system functional testing while under unusually heavy loads, heavy repetition of certain actions or inputs, input of large numerical values, large complex queries to a database system, etc.  Stress testing takes the user load to a breaking point on the system.  This only applies to CTF.  If CTF is not used, this should be addressed in your FST plan.

1.11. Performance testing

This paragraph shall list the test scripts provided to perform this testing.  Executing test scripts for varying network throughputs will allow SSG Systems Performance to predict end user response time for the transactions listed in the scripts.  The output of these tests will be a set of charts showing the overall response time for various throughput levels.  Performance Testing will be conducted and reported independently.  SSG Systems Performance will provide a copy of the performance test report to the Test Director or Test Manager for incorporation as an annex into the Test Report. This only applies to CTF.  If CTF is not used, this should be addressed in your FST plan.

1.12. Network risk assessment

This paragraph shall contain any actions taken to ensure a Network Risk Assessment (NetRA) has been scheduled and any problems that remain unresolved are noted.  NetRA requirements are denoted in the C4ISP Guide.  NetRA measures parameters that quantify the system or application in terms of network security, network impact, and compatibility with the infrastructure.  It will be conducted in a facility licensed by the AF/CIO.  A formal report will document the results and will rate the system as a low, medium, or high risk to the network.  The report is forwarded to AFCA/TC as part of the Certificate of Networthiness process.  Copies of the NetRA report can be obtained from AFCA/TC, the Program Office, or SSG Architecture Design.

1.13. Test outbrief

This paragraph shall identify the target audience, and who will present the outbrief - the Test Director, the Project Manager, and any other decision makers deemed necessary.  This outbrief may be presented at the Test Readiness Review preceding QT&E II.  The results of the outbrief will serve as entry criteria for QT&E II.

1.14. Problem reporting process

This paragraph shall identify the process and the system used to track test Problem Reports (PRs) and their priorities.

1.15. Test schedule

This paragraph shall identify the test schedule.

1.16. Glossary 

This paragraph shall identify acronyms and their expanded definitions used throughout the document

1.17. Notes

2. ATTACHMENT 2 - UNIT TEST
2.1. Unit test

Unit tests should satisfy the design of the applications and be traceable to the design documents.

2.1.1. Test strategy

This section describes the general strategy selected for unit testing.  Usually, the strategy for unit testing is structural or white-box testing based on a certain coverage technique such as statement coverage, path coverage or decision coverage.  For example, there may be a specific lower bound to the coverage such as coverage of 75% of the statements or 60% of the independent paths.  Test Units are generally described here.  They may be independently compiled modules, subsystems, CIs or the complete system in special cases.

2.1.2. Test environment and execution

This section describes the environment for unit testing.  Almost always, the environment will be the development environment using the development tools, compilers, etc.  This section should describe the configuration management processes for the testers.  This section should describe the use of special tools added to the environment just for unit testing such as test automation or management tools.  

This section shall identify and describe the data recording, reduction, and analysis procedures to be used during and after the unit tests.  These procedures shall include, as applicable, manual, automatic, and semi-automatic techniques for recording test results, manipulating the raw results into a form suitable for evaluation, and retaining the results of data reduction and analysis.

Any security issues associated with unit testing should be discussed in this section.

2.1.3. Test quality assurance

This section describes any quality assurance procedures used in unit testing such as test script reviews or test reviews by others.  This section should include a description of the approach to satisfy the coverage criteria.  Any planned use of unit level regression tests should also be discussed in this section.

3. ATTACHMENT 3 – INTEGRATION TEST
3.1. Integration test

Integration tests should satisfy the design of the applications and be traceable to the design documents.

Note: Any of the following paragraphs may refer back to paragraphs under Unit Test Plan to information that is common to both types of testing.

3.1.1. Test strategy

This section describes the general strategy selected for integration testing.  Usually, the strategy for integration testing is top down or bottom up or based on a special section that must be integrated before others. Groupings of units are generally described here.  They may be independently compiled modules, subsystems, CIs or the complete system in special cases.  That is, the description should say something like modules A, B and C will be integrated together into Grouping X to test their interface.  Then modules E, F, G and H will be integrated together into grouping Y to test their interface.  Then X and Y will be integrated together to form the whole system to test the communication between them.

3.1.2. Test environment and execution

This section describes the environment for integration testing.  Almost always, the environment will be the development environment using the development tools, compilers, etc.  This section should describe the configuration management processes for the testers.  This section should describe the use of special tools added to the environment just for integration testing such as test automation or management tools.  

This section shall identify and describe the data recording, reduction, and analysis procedures to be used during and after the integration tests.  These procedures shall include, as applicable, manual, automatic, and semi-automatic techniques for recording test results, manipulating the raw results into a form suitable for evaluation, and retaining the results of data reduction and analysis.

Any security issues associated with integration testing should be discussed in this section.

4. ATTACHMENT 4 - FUNCTIONAL AND SYSTEM TEST

4.1. Functional and system test

Functional and system tests should satisfy the requirements of the applications and be traceable to the requirements documents (usually the Concept of Operations, the System Subsystem Specifications and the Software Requirements Specifications).

4.1.1. Test strategy

This section describes the general strategy selected for functional and system testing.  Usually, the strategy for functional and system testing is equivalence partitioning, boundary testing, error guessing, mainstream testing, etc.  The tests may be divided into functional areas that cross subsystem boundaries such as performance and external data consistency, may be associated with subsystems, may be related to user types, and may be related to the requirements structure or some combination of these.  This section should identify the testing areas and any testing priorities associated with the areas.

4.1.2. Test environment and execution

This section describes the environment for functional and system testing.  The environment may be different than the development environment.  This section should describe any special databases or files that will be used for significant numbers of functional and system test scripts.  This section should describe the use of special tools added to the environment just for functional and system testing such as test automation or management tools.  

This section shall identify and describe the data recording, reduction, and analysis procedures to be used during and after the functional and system tests.  These procedures shall include, as applicable, manual, automatic, and semi-automatic techniques for recording test results, manipulating the raw results into a form suitable for evaluation, and retaining the results of data reduction and analysis.

Any security issues associated with functional and system testing should be discussed in this section.  This section describes any proprietary nature, acquirer’s rights, and licensing issues associated with elements of the software test environment that need to be considered (i.e. licenses need to be purchased or rights protected) during functional and system testing.   

4.1.3. Test result coordination and analysis

This section describes any intermediate (before the final functional and system test report) coordination between the testers and the developers.

5. ATTACHMENT 5 - QT&E II TEST  
(Contact SSG Quality Assurance Test and Evaluation Test Manager for assistance.)
5.1. Quality Test and Evaluation (QT&E II)

5.1.1. Test strategy

This paragraph describes the general strategy selected for QT&E II testing. Usually, the strategy for QT&E II testing is generally an operability test and should test restart and recovery capabilities, executing and validating the scripts generated during function and system test.  Any additional approaches should be discussed in this section.  The initial delivery of software and any applicable documentation to SSG Quality Assurance Test and Evaluation will be complete as if it were ready for shipment to the field.  

5.1.2. Software test environment

This paragraph shall describe the environment for QT&E II testing.  This is a test bed environment that mirrors, as close as possible, the operational environment.  

5.1.3. Location of test

This paragraph shall specify where testing will occur.  Include addresses and building numbers.

5.1.4. Software items

This paragraph shall contain a list of software items required to test the system.  See example.

Program (Version)

CAMS (6R2)

Java Runtime Environment (1.3)

WebTs (3R2A-4T1)

TTW (1R2-2BA)

WebPr (1R1-1Q)

5.1.5. Hardware items

This paragraph shall contain a list of hardware items required to test the system.  See example.

5.1.6. Minimum PC

-Pentium 200 MHz CPU

-64 MB RAM

-320 MB free hard disk space

-Mouse and keyboard

-Color monitor

-Network Interface Card

-Windows NT 4.0 (Windows 95 is acceptable for initial fielding if the base has a plan to upgrade the system to a COE compliant system)

-Netscape web browser V 6.0 of Internet Explorer V 5.5

5.1.7. Recommended PC

-Pentium 450 MHz CPU

-320 MB free hard disk space

-CD ROM

-Sound card and speakers

-Mouse and keyboard

-Color monitor, Network Interface Card, Windows NT 4.0

-Netscape web browser V 6.0 or Internet Explorer V 5.5

5.1.8. Test result coordination and analysis

This section describes any intermediate coordination between the testers and the project team.
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