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SEP SUSTAINMENT SYSTEM TAILORING WORKSHEET TEMPLATE
FOR
PROJECT NAME
_______________________________________
Project Manager


Date:

_______________________________________

Software Project Manager

Date:

_______________________________________
SEPG:




Date:
_______________________________________
Program Manager:


Date:
SUSTAINMENT SYSTEMS SHOULD HAVE AN ESTABLISHED CUSTOMER AND JOB ORDER NUMBER (JON), AN APPROVED SOFTWARE DEVELOPMENT PLAN, CONFIGURATION MANAGEMENT PLAN, SECURITY CERTIFICATION & ACCREDITATION, TEST PLAN, UPDATED RISK RADAR AND OTHER LIFE CYCLE DOCUMENTATION

NOTE:  For guidance and instruction refer to The SEP Tailoring Guide (PDGD002).  

( = Product or activity will be produced or performed 

N/A = Not Applicable (add justification)

* = Product/Activity will be modified (add justification)

MS = Milestone

For Sustainment Systems, when a work product is checked with an asterisk (*) or checkmark ((), it is expected that the work product will exist and be correct as far as the current release is concerned; regardless of whether the work product was modified during the current release.

	(, * or N/A 
	Product
Activity
	SEP Reference
	OPR
	Justification

	PRE DEVELOPMENT PHASE

	
	IT/NSS Requirements Document (AF Form 3215) 
	[SW1PR001A]
	
	

	
	Record customer requirement 
	
	
	

	
	Verify it is not an existing requirement
	
	
	

	
	Confirm it is a valid requirement
	
	
	

	
	Contact SPO 2 Letter. Financial Representative for a JON and Project Code
	
	
	

	
	Contact SSG Metrics and Scheduling to establish an initial schedule for tracking time against all products that must be completed before the Release Schedule
	
	
	

	
	Requirements Folder
	SW1PR001A []
	
	

	
	Establish Folder for each requirement
	
	
	

	
	SSCE and Peer Review Minutes
	SW1PR001A []
	
	

	
	Requirement determines path of activities
	SW1PR001A []
	
	

	
	Minutes – Requirements and SSCE Management Review
	
	
	

	
	Conduct management review of requirement and SSCE 
	[TOPR006]
	
	

	
	Minutes – Functional Review Board (FRB)
	[SW1PR010]
[RVPR004]
	
	

	
	Support FRB
	
	
	

	
	Configuration Control Board Directive (CCD)
	[CMPR004]
	
	

	
	Support CCB
	
	
	

	
	Record requirement in version control system
	[CMPR007]
	
	

	MS
	Functional Baseline
	[CMPR002]
	
	

	
	Establish Functional Baseline
	
	
	

	
	ISP Plan (Draft) and Peer Review Minutes
	[SWGD005]
	
	

	
	Start AV-2 Integrated Data Dictionary (ISP)
	SWGD005[]
	
	

	
	Minutes – Joint Application Development (JAD) sessions
	[SW2PR001]
	
	

	
	Conduct JAD sessions with the customer
	
	
	

	
	General Requirements Specification (GRS) and Peer Review Minutes (may be used in lieu of ConOps, SSS, and SRS)
	[SWTM012]
	
	

	
	    Conduct Peer Review of   

    GRS
	
	
	

	
	Concept of Operations (ConOps) and Peer Review Minutes
	SW2PR001 []
	
	

	
	Build or Update ConOps document
	
	
	

	
	Prepare AV-1, OV-1, OV-2, OV-3, OV-4, OV-5, OV-6(a,b,c), OV-7, TV-1 (ISP)
	[SWGD005]
	
	

	
	Update AV-2 Integrated Dictionary (ISP)
	SWGD005 []
	
	

	
	Conduct Peer Review of ConOps
	
	
	

	
	System Subsystem Specification (SSS) and Peer Review Minutes
	SW2PR001 []
	
	

	
	Build or update SSS 
	SW2PR001 []
	
	

	
	Analyze system requirements
	SW2PR001 []
	
	

	
	Include security safeguards
	SW2PR001 []
	
	

	
	Include interface requirements
	SW2PR001 []
	
	

	
	Identify or plan customer involvement
	
	
	

	
	Determine impact on network
	SW2PR001 []
	
	

	
	Conduct Peer Review of SSS
	
	
	

	
	Software Requirements Specifications (SRS) and Peer Review Minutes
	SW2PR001 []
	
	

	
	Build or update SRS 
	SW2PR001 []
	
	

	
	Analyze software requirements
	SW2PR001 []
	
	

	
	Determine impact on security safeguards
	SW2PR001 []
	
	

	
	Determine impact on interfaces
	SW2PR001 []
	
	

	
	Determine impact of COE
	
	
	

	
	Research standard data elements from the Defense Database Dictionary System (DDDS)
	SW2PR001 []
	
	

	
	Determine if reuse is practical
	SW2PR001 []
	
	

	
	Identify and plan customer involvement
	
	
	

	
	Determine impact on network
	SW2PR001 []
	
	

	
	Ensure each requirement is testable 
	 [SWTM022]
	
	

	
	Update TV-1 (ISP)
	SWGD005 []
	
	

	
	Update AV-2 (ISP)
	SWGD005 []
	
	

	
	Conduct Peer Review of SRS
	
	
	

	
	Interface Requirements Agreement (IRA) Draft and Peer Review Minutes
	[SWTM005]
	
	

	
	Determine interface requirements
	
	
	

	
	Coordinate with interfacing systems
	
	
	

	
	Requirements Traceability Matrix (RTM) (Draft) created in Dynamic Object-Oriented Requirements System (DOORS)
	SW2PR001 []
	
	

	
	Update RTM in DOORS
	
	
	

	
	SV-5 Operational Activity to System Function Traceability Matrix (Draft) (ISP)
	SWGD005 []
	
	

	
	Preliminary Design Document

(Design Document (DD) – draft and Database Specifications –draft) and Peer Review Minutes
	SW2PR001[]
[SWTM008]
[SWTM017]
	
	

	
	Develop preliminary design
	
	
	

	
	System requirements
	
	
	

	
	Software requirements
	
	
	

	
	Database requirements
	
	
	

	
	Identify CIs 
	
	
	

	
	Identify interfaces 
	
	
	

	
	Start SV-1, SV-2, SV-3, SV-4, SV-6, SV-7, SV-8, SV-9, SV-10(a,b,c) SV-11 (ISP)
	SWGD005 []
	
	

	
	Update TV-1 (ISP)
	SWGD005 []
	
	

	
	Update AV-2 (ISP)
	SWGD005 []
	
	

	
	Conduct Peer Review of PD
	
	
	

	
	SEP tailoring worksheet 
	[PDGD002]
[SW2PR002]

	
	

	
	Project Specific Work Breakdown Structure (WBS)
	[PDLX007]
SW2PR002[]
[SWTM029]
	
	

	
	Determine WBS Elements 
	
	
	

	
	Software Development Plan (SDP) and Peer Review Minutes
	SW2PR002[]
[SWTM002]
	
	

	
	Update SDP
	
	
	

	
	Conduct Peer Review of SDP
	
	
	

	
	Update Risk Radar and Peer Review Minutes
	 [SW3PR001]
	
	

	
	Update Risk Radar
	
	
	

	
	Conduct Peer Review of 
 risks in Risk Radar
	
	
	

	
	Release Schedule and Cost
	SW2PR002 []
	
	

	
	Build release schedule.  Coordinate with SPM and contact SSG Metrics and Scheduling for assistance
	
	
	

	MS
	Allocated Baseline
	][
[CMPR002]
	
	

	
	Release Request Letter
	SW3PR001 []
	
	

	
	Prepare release request letter
	
	
	

	
	Configuration Management Plan (CMP) and Peer Review Minutes
	[CMPR001]
[CMTM032]
	
	

	
	Build or update CMP
	
	
	

	
	Conduct Peer Review of CMP
	
	
	

	
	Security Certification & Accreditation (C&A) Plan and Peer Review Minutes
	SW2PR001 []
	
	

	
	Update C&A Plan
	
	
	

	
	Contact SSG Security Certification for assistance
	
	
	

	
	Conduct Peer Review of C&A Plan
	
	
	

	
	Final ISP Plan and Peer Review Minutes
	SWGD005 []
	
	

	
	Implementation Plan (IP) and Peer Review Minutes
	SW3PR001 []

	
	

	
	Update the IP
	
	
	

	
	Identify and plan customer involvement.
	
	
	

	
	Identify special training needs for the user
	
	
	

	
	Conduct Peer Review of IP
	
	
	

	
	OSS&E Implementation Plan and Peer Review Minutes 
	[SWTM007]
	
	

	
	    Update OSS&E IP
	
	
	

	
	    Identify and plan     

    customer involvement
	
	
	

	
	    Identify organizational   

    interface needs and  

    agreements
	
	
	

	
	    Identify roles of Chief   

    Engineer (CE), Lead  

    Engineer (LE) and Single 

    Manager (SM)
	
	
	

	
	    Identify special training   

    needs for the user
	
	
	

	
	    Conduct Peer Review of   

    OSS&E IP
	
	
	

	
	Project Training Plan
	
	
	

	
	     Update MIS Training    

     Module
	
	
	

	
	Intergroup Coordination Checklist
	SW3PR001 []
	
	

	
	Contact SSG Quality Assurance Test and Evaluation for testing support
	
	
	

	
	Contact SSG Product Distribution for support
	
	
	

	
	Contact SSG Engineering for network and performance, ISP and C&A support 
	
	
	

	
	Contact SSG Security Certification for SSAA or C&A
	
	
	

	
	Identify DAA 
	
	
	

	
	Engineering Directorate Design Team for design assistance
	
	
	

	
	Test & Evaluation Master Plan (TEMP) and Peer Review Minutes
	SW3PR001 []
	
	

	
	Update TEMP
	
	
	

	
	Conduct Peer Review of TEMP
	
	
	

	
	Security Test & Evaluation (ST&E) Plan and Peer Review Minutes
	SW3PR001 []
	
	

	
	Update ST&E Plan 
	
	
	

	
	Conduct Peer Review of ST&E Plan
	
	
	

	
	Test Plan (TP) and Peer Review Minutes
	SW3PR001 []
	
	

	
	Update TP
	
	
	

	
	Identify Test Director 
	
	
	

	
	Establish Test Planning Working Group 
	
	
	

	
	Identify QT&E II Test Sites 
	
	
	

	
	Identify and plan customer involvement.
	
	
	

	
	Conduct Peer Review of TP
	
	
	

	
	Software Test Descriptions (Function and System Test) and Peer Review Minutes (Draft)
	SW3PR001 []
	
	

	
	Build or update Software Test Descriptions 
	
	
	

	
	Conduct Peer Review of Test Descriptions
	
	
	

	
	Minutes – Phase Completion Project Management Review
	[TOPR006]
	
	

	
	Conduct management review of activities in this phase
	TOPR006 []
	
	

	
	Update Risk Radar
	
	
	

	DEVELOPMENT 

	
	Database Specifications (DS) and Peer Review Minutes
	 [SW4PR001] 
	
	

	
	Refine preliminary Database Specification
	
	
	

	
	Design database
	
	
	

	
	Incorporate Interface Requirements Specifications 
	
	
	

	
	Update RTM in DOORS
	
	
	 

	
	Update SV-5 (ISP)
	SWGD005 []
	
	

	
	Final SV-11 (ISP)
	SWGD005 []
	
	

	
	Update TV-1 (ISP)
	SWGD005 []
	
	

	
	Update AV-2 (ISP)
	SWGD005 []
	
	

	
	Conduct Peer Review of DS
	
	
	

	
	Design Document (DD) and Peer Review Minutes
	[SW4PR002]
[SWTM017]
	
	

	
	Refine Preliminary Design Document
	
	
	

	
	Incorporate provisions for all security issues
	
	
	

	
	Update RTM in DOORS
	
	
	 

	
	Update SV-5 (ISP)
	SWGD005 []
	
	

	
	Update TV-1 (ISP)
	SWGD005 []
	
	

	
	Update AV-2 (ISP)
	SWGD005 []
	
	

	
	Finalize SV-1, SV-2, SV-3, SV-4, SV-6, SV-7, SV-8, SV-9, SV-10(a,b,c) SV-11 (ISP)
	SWGD005 []
	
	

	
	Conduct Peer Review of DD
	
	
	

	
	Interface Requirements Agreements (IRA) and Peer Review Minutes (Final)
	SWTM005 []
	
	

	
	Update IRA
	
	
	

	
	Minutes – Critical Design Review (CDR)
	 [SW4PR003]
	
	

	
	Conduct Critical Design Review 
	TOPR006 []
	
	

	
	Review or update Risk Radar
	
	
	

	
	Software Test Descriptions (Function and System Test) and Peer Review Minutes (Final)
	 [SW3PR001]
	
	

	
	Build or update Software Test Descriptions 
	
	
	

	
	Conduct Peer Review of Test Descriptions
	
	
	

	
	Software Development File (SDF)
	SW4PR001 []
SW4PR002 []
	
	

	
	Update SDF for each CI (may be appended to or included in the requirements folder or file)
	
	
	

	
	Requirements Traceability Matrix (RTM) in DOORS (Final)
	 [SW2PR001]
	
	

	
	Update RTM in DOORS
	
	
	

	
	Final SV-5 Operational Activity to System Function Traceability Matrix (ISP)
	SWGD005 []
	
	

	
	Implementation Plan (IP)
	 [SW5PR001]
	
	

	
	Perform Site Survey
	SW5PR001 []
	
	

	
	Update the IP if required by site visit
	
	
	

	
	User Manual or on-line help (UM) and Peer Review Minutes
	 [SW5PR006]
	
	

	
	Update the UM or on-line help
	
	
	

	
	Conduct Peer Review of UM or on-line help updates
	
	
	

	
	Operator Manual (OM) and Peer Review Minutes
	SW5PR006 []
	
	

	
	Update the OM
	
	
	

	
	Conduct Peer Review of OM Updates
	
	
	

	
	Trusted Facilities Manual (TFM) and Peer Review Minutes
	SW5PR006 []
	
	

	
	Update TFM
	
	
	

	
	Conduct Peer Review of TFM updates
	
	
	

	
	Security Features User Guide (SFUG) and Peer Review Minutes
	SW5PR006 []
	
	

	
	Update SFUG
	
	
	

	
	Conduct Peer Review of SFUG
	
	
	

	
	Database
	[SW5PR004]
	
	

	
	Build database
	
	
	

	
	Source code
	[SW5PR003]
	
	

	
	Develop source code
	
	
	

	
	Incorporate reusable code assets
	
	
	

	
	Build hardware, systems software and communications infrastructure
	[SW5PR002]
	
	

	
	Minutes – Source code walk-thru Peer Review
	[RVPR003]
	
	

	
	Conduct code walk-thru Peer Review of source code
	
	
	

	
	Software Test descriptions for Unit and Integration Test and Peer Review Minutes
	SW4PR002 []
	
	

	
	Build or update software test descriptions for unit and integration testing
	
	
	

	
	Conduct Peer Review of Unit and Integration Test Descriptions
	
	
	

	
	Test Report – Unit and Integration test 
	[SW5PR007]
	
	

	
	Conduct Unit and Integration Test
	
	
	

	
	Prepare Unit and Integration Test report
	
	
	

	
	Ensure all SPRs have been corrected or acknowledged and waived
	
	
	

	
	Update SDF
	
	
	

	
	Accreditation Recommendation 
	[SWFM011]
[SW6PR001]
	
	

	
	Certifying official recommend type of accreditation to DAA
	
	
	

	
	System Security Authorization Agreement (SSAA)
	[SWCH501]
SW6PR001[]
	
	

	MS
	Product Baseline
	[CMPR002]
[SW5PR008]
	
	

	
	Establish Product Baseline
	
	
	

	
	Release package (Draft)
	SW6PR001[]
[SWGD018]
	
	

	
	Prepare AF Form 636
	
	
	

	
	Capture software
	
	
	

	
	Assemble user documentation (UM, OM, IP, etc.)
	
	
	

	
	Prepare AIS Certification Form
	
	
	

	
	Minutes – Phase completion Management review (Test Readiness Review I (TRR I))
	[TOPR006]
[SW5PR008]
[SWCH009]
	
	

	
	Conduct Management review of activities in this phase
	
	
	

	
	Update Risk Radar
	
	
	

	POST DEVELOPMENT 

	
	Function & System Test (FST) Report
	SW6PR001 []
	
	

	
	Perform FST in accordance with the Test Plan
	SW6PR001  []
	
	

	
	Execute each test description
	SW6PR001  []
	
	

	
	Conduct COE testing (Contact SSG Engineering)
	SW6PR001  []
	
	

	
	Execute ST&E
	
	
	

	
	Test UM and OM. 
	
	
	

	
	Identify and record all Software Problem Reports or Defects (SPRs)
	
	
	

	
	Functional Configuration Audit (FCA) Report
	 [CMPR006]
	
	

	
	Conduct FCA
	
	
	

	
	Minutes – (Test Readiness Review II [TRR II])
	 [TOPR006]
 [SW6PR002]
SWCH009 []
	
	

	
	Review and analyze all SPRs 
	
	
	

	
	Review and analyze test results
	
	
	

	
	QT&E I Test Report
	 [SW6PR003]
	
	

	
	Conduct QT&E I test
	
	
	

	
	Establish Test Environment
	
	
	

	
	Perform system test in accordance with the TP
	
	
	

	
	Execute each test script
	
	
	

	
	Verify documentation supports software 
	
	
	

	
	Execute Communications Environment Test Lab (CETL) requirements
	
	
	

	
	Verify COE compliance
	
	
	

	
	Document all software problems and recycle to OPR
	
	
	

	
	Retest all recycled software 

when corrections received
	SW6PR003 []
	
	

	
	Minutes QT&E I Test Debrief
	SW6PR003 []
	
	

	
	Conduct post test analysis
	
	
	

	
	Perform AIS debrief
	
	
	

	
	Notify SSG Product Distribution for distribution of software and documentation
	
	
	

	
	Clear Deficiency Reports in Remedy and post documentation
	
	
	

	
	Conduct post-release meeting
	
	
	

	
	QT&E-II Test Report
	SW6PR003 []
	
	

	
	Confirm participation of sites involved in QT&E II
	
	
	

	
	Participate in site visit
	
	
	

	
	Monitor and evaluate test progress using trouble calls, DRs, test advisory notices, and written or oral problem reports
	
	
	

	
	Take appropriate corrective actions for recycled packages. Problems encountered during QT&E-II will result in package reentering QT&E-I before forwarding to test sites
	
	
	

	
	Ensure submission of final test report to SSG Quality Assurance Test and Evaluation within 10 working days after test completion
	
	
	

	
	Complete Software Test Report (STR) and provide copies to the Project Manager
	
	
	

	
	Release package (Final)
	[SW6PR002]
[SWGD018]
	
	

	
	Prepare AF Form 636
	
	
	

	
	Capture software
	
	
	

	
	Assemble user documentation (UM, OM, IP, etc.)
	
	
	

	
	Prepare AIS Certification Form
	[SWFM011]
	
	

	
	Minutes QOT&E Test Readiness Review 
	[SW6PR004]
	
	

	
	Coordinate TEMP
	
	
	

	
	QOT&E Test Report
	SW6PR004[]
	
	

	
	Physical Configuration Audit (PCA) Report
	[CMPR006]
	
	

	
	Conduct PCA
	
	
	

	
	Update Risk Radar
	
	
	

	
	Minutes – Phase completion Management review 
	TOPR006[]
[TOCH003]
	
	

	
	Conduct management review of activities in this phase
	
	
	

	
	Update Risk Radar
	
	
	

	
	Execute the Implementation Plan
	[SW7PR001]
[SW7PR002]
[SW7PR003]
[SW7PR004]
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